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What is Cloudflare?
Cloudflare is a global, highly resilient network that enhances security, 
performance and reliability of any Internet-connected application or service.

Why do government agencies use Cloudflare?

● Better application performance: Make applications fast, available, and 
scalable so you can deliver best-in-class citizen services

● Secure Zero Trust services: Secure workforce access and monitor 
applications, whether they are on-premise, cloud-hosted, or SaaS

● Modernization and consolidation: Unified, layered security across all 
endpoints, users, and clouds reduces complexity, risk and cost

● Improved user experience: Add or remove services as needed for 
predictable costs and an aligned ROI from start to scale

Cloudflare for Government
Protect agency employees and improve citizen services

Cloudflare for Government Services – FedRAMP Moderate

Global Edge: 430+ PoPs, 95% of population within 50 ms, 11,000+ interconnects, 172 Tbps capacity

Building Blocks: SSL/TLS, mTLS, Authoritative/Recursive DNS, DNSSEC, DNS over HTTP, IPv6, Anycast Network

Compliance/Privacy: FedRAMP, ISO, SOC, PCI, GDPR Compliant, Logs and Analytics, Data Localization
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Security and performance for government agencies

Cloudflare runs every service on every server in every data center on a private global backbone, which makes your 
network:
● More resilient – with no need to pick a region, all locations are in scope
● Easier to deploy and manage – deploy services in minutes, not months
● Adaptable to evolving technical requirements – like IPv6, DoH, PQC

What makes Cloudflare different?

Not ready for your assessment?  Keep learning more about Cloudflare

Start your journey to a faster, more reliable, more secure network

Request a consultation

Across 275+ cities globally
(30+ US FedRAMP locations)

Runs on every 
Cloudflare 

server

Every 
Cloudflare 

service

In every 
Cloudflare 

data center

One network everywhere

Agencies benefit from a network 
built to run every edge service 
on every server – globally.

There are no tradeoffs between 
security and performance 
because all customer traffic is 
processed at the data center 
closest to its source.

Compliant and private

Cloudflare for Government is 
FedRAMP Authorized for 
Moderate Level.

Our Data Localization Suite 
provides granular controls on 
where data is inspected to ease 
compliance burdens and protect 
government agencies.

Resilient and future-proof

Agencies value a uniform and 
composable platform for easy 
setup and operations without the 
cost or complexity of legacy 
network hardware.

We offer 100% uptime reliability, 
with support for Encrypted DNS, 
IPv6, TLS 1.3, and more.
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