
포인트 솔루션 및 벤더 종속 방지

애플리케이션 서버를 클라우드로 마이그레이션할 때 레거시
애플리케이션 전송 서비스에 의존하면 네트워크가 분편화되어
비즈니스 및 개발자 민첩성이 저해되는 경우가 많습니다. 

퍼블릭 클라우드 공급자와 함께 애플리케이션을 최신화하면
클라우드 마이그레이션을 가속화할 수 있지만, 하나의 클라우드에
종속되면 위험과 비용이 증가하고 유연성이 감소합니다.

솔루션 요약

애플리케이션 최신화를 위한
Cloudflare
애플리케이션을 리호스팅, 리플랫폼, 리팩터링하거나
처음부터 새로 구축할 때 가치 실현 시간을 단축하세요.

레거시 애플리케이션
리호스팅

레거시 애플리케이션
리플랫폼

레거시 애플리케이션 리팩터링
또는 새 애플리케이션 구축

애플리케이션 수명 연장, 민첩성 수용

AI를 포함한 디지털 서비스에 대한 수요가 폭발적으로
늘어나면서, 레거시 애플리케이션은 한계에 다다랐고, 
기업은 빠르게 최신화하지 않으면 뒤처질 수밖에 없습니다.

하나의 전역 네트워크 및 아키텍처에서 Cloudflare의
애플리케이션 제공, 보안, 관찰 가능성, 개발, AI 기능을 통해
애플리케이션 현대화 프로젝트를 가속화하세요. 

● 성장 주도: 역동적인 애플리케이션을 전 세계에
출시하고, 규정을 준수하면서 어디에서든 확장하며, 
AI를 통해 디지털 경험을 새롭게 구상

● 위험 감소: DDoS 및 볼류메트릭 공격 차단, 진화하는
위협에 대한 보호 자동화, 권한 있는 액세스 보호

● 비용 절감: 온프레미스 인프라를 폐기하여 자본
지출을 운영 지출로 전환하고, 송신 및 클라우드
비용을 절감하며, 엔터프라이즈 애플리케이션의
수명을 연장

애플리케이션 환경과 관계없이 전
세계에 걸쳐 가장 민첩하고 일관된

고객 경험을 제공합니다.

원활한 사용자 경험을 위해
애플리케이션을 다시 작성하지 않고도

애플리케이션 구성 요소, 보안 정책, 
이질적인 인프라를 조율합니다.

인터넷에 최적화된 AI 및 애플리케이션
기본 기능으로 AI 서비스 및 전체 스택

애플리케이션의 구축, 사용, 배포를
가속화합니다.

하나의 전역 네트워크 및 아키텍처
제공 · 보안 · 개발

https://www.figma.com/design/opACqu6l1TthWzvaVTXEx3/BDES-7190_AppModernization_Launch_illustrations?node-id=84-16239


개발에서 런타임까지의
관찰 가능성

애플리케이션 및 개발자
서비스

오류 및 사용자 행동에 대한
실시간 로그를 통해
애플리케이션 구성 요소
전반에 걸쳐 심층적인
가시성을 확보합니다. 

AI 사용량과 비용을
모니터링하고 프롬프트와
결과에 따라 AI 가드레일을
구현합니다. 

API, 퍼블릭, SaaS, 모바일
애플리케이션 전반에 걸친
상세한 로그로 규제 준수
요건을 충족합니다.
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기술적 역량

애플리케이션과 AI 서비스
가속화 및 보호

애플리케이션 전송 및 보안

CDN, DNS, 부하 분산으로
애플리케이션 경험을
개선합니다.

생성형 AI 서비스, API, 봇, 
타사 애플리케이션 구성 요소, 
볼류메트릭 공격, 웹 및
모바일 애플리케이션에 대한
인라인 보안으로 보호를
자동화합니다.

Cloudflare의 대규모 영구
데이터 저장소로 캐시의
콘텐츠를 더 오래 제공하여
송신료를 줄입니다.

● 동영상 및 이미지 변환
● 애플리케이션 부하 분산
● 글로벌 DNS 확인

● 자동화된 보호 및 봇, DDoS, 
zero-day 공격

● 규제 준수를 위한 애플리케이션
인프라 전반의 가시성

● 멀티/하이브리드 클라우드
애플리케이션을 위한 동적
트래픽 조정

● 생성형 AI 위협, 악의적인 타사
구성 요소, API 공격, AI 봇 차단

● 규제 준수를 위해 애플리케이션
구성 요소에 대한 가시성 확대

● 사용자 생성 콘텐츠 최적화

● 마지막에 데이터 저장 및 현지화

● 전체 스택 애플리케이션 및
프로그래밍 가능한 플랫폼 구축

● AI 학습 데이터를 글로벌하게
저장하고 대기 시간이 짧은
가용성을 제공

● 에지에서 AI 이미지 생성 실행

● 개발자 인프라에 대한 보안
권한 액세스

● AI 및 전체 스택 애플리케이션
워크로드에서 가시성 확장

● 서버리스 개발 플랫폼

● 에지에서 AI 추론 실행
● LLM 서비스의 콘텐츠 보호 및 조정

내부 환경 전반에 걸친
보안 액세스

보안 서비스 에지(SSE) 서비스

웹, SaaS, 개인 애플리케이션에
대한 Zero Trust 액세스를
실행합니다. 

개발자 비밀 암호화 및 저장. 

브라우저 기반 RDP로 인프라
대상에 대한 권한 있는 액세스를
인증, 승인, 감사합니다.

AI 서비스, 애플리케이션, API
내에서 중요한 데이터를
보호합니다.

전체 스택 애플리케이션 및
AI 서비스 구축

개발자 및 AI 서비스

엔터프라이즈 애플리케이션과
최신 사용자 대면 기능을
사용자와 가까운 곳에서
서버리스 기능과 통합합니다.

서버리스 GPU로 구동되는
에지에서 AI 모델 과
AI 에이전트를 실행합니다.

개체, 키 값, SQL, 작업
대기열, 벡터 등에 대해 유연한
서버리스 스토리지 옵션을
선택합니다.

프런트 엔드

데이터 스토리지

백엔드
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리호스팅 애플리케이션 리플랫폼 애플리케이션 새 애플리케이션 리팩터링/구축

Cloudflare를 통한 단일 네트워크 및 아키텍처

https://developers.cloudflare.com/logs/instant-logs/
https://developers.cloudflare.com/ai-gateway/
https://developers.cloudflare.com/ai-gateway/
https://developers.cloudflare.com/ai-gateway/guardrails/
https://developers.cloudflare.com/ai-gateway/guardrails/
https://developers.cloudflare.com/logs/log-explorer/
https://developers.cloudflare.com/cache/
https://developers.cloudflare.com/dns/
https://developers.cloudflare.com/load-balancing/
https://developers.cloudflare.com/waf/detections/firewall-for-ai/
https://developers.cloudflare.com/api-shield/
https://developers.cloudflare.com/bots/
https://developers.cloudflare.com/page-shield/
https://developers.cloudflare.com/ddos-protection/
https://developers.cloudflare.com/waf/
https://developers.cloudflare.com/waf/
https://developers.cloudflare.com/cache/advanced-configuration/cache-reserve/
https://developers.cloudflare.com/cache/advanced-configuration/cache-reserve/
https://developers.cloudflare.com/cloudflare-one/policies/access/
https://developers.cloudflare.com/secrets-store/
https://blog.cloudflare.com/browser-based-rdp
https://developers.cloudflare.com/cloudflare-one/applications/non-http/infrastructure-apps/
https://developers.cloudflare.com/cloudflare-one/applications/non-http/infrastructure-apps/
https://developers.cloudflare.com/cloudflare-one/applications/casb/
https://developers.cloudflare.com/cloudflare-one/policies/data-loss-prevention/
https://developers.cloudflare.com/workers/
https://developers.cloudflare.com/workers-ai/
https://developers.cloudflare.com/agents/
https://developers.cloudflare.com/durable-objects/best-practices/access-durable-objects-storage/
https://developers.cloudflare.com/kv/
https://developers.cloudflare.com/d1/
https://developers.cloudflare.com/queues/
https://developers.cloudflare.com/queues/
https://developers.cloudflare.com/vectorize/


전략적 목표:
멀티 및 하이브리드 클라우드 환경에 맞춰 애플리케이션
인프라를 최적화하여 기능을 개선합니다.

Cloudflare에서 주는 도움
각 애플리케이션을 다시 작성하지 않고도 원활한 디지털
경험을 오케스트레이션합니다. 서비스형 기능으로
애플리케이션을 개선하고 코드형 인프라로 관리를
자동화합니다.

엔터프라이즈 환경 전반에 걸쳐 단일 제어판으로 생성형
AI 위협, API 남용, AI 봇, 타사 애플리케이션 위험에 대해
일관된 보안을 적용합니다. 애플리케이션 구성 요소 및
인프라 전반에 걸쳐 가시성을 통합하여 글로벌 규제 준수
표준을 충족합니다. 
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전략적 목표:
기본 코드를 변경하지 않고 '있는 그대로' 애플리케이션을
클라우드로 마이그레이션하여 확장하고 비용을 절감합니다. 

Cloudflare에서 주는 도움
선호하는 클라우드 공급자를 통해 애플리케이션을 호스팅합니다. 
애플리케이션 인프라를 Cloudflare로 마이그레이션하여 기존
애플리케이션의 수명을 연장하고, 디지털 민첩성을 강화하며, 
복원력을 개선합니다. 

DNS, CDN, 에지에서의 부하 분산으로 전 세계에 걸쳐
애플리케이션을 가속화합니다. DDoS 공격, zero-day 
익스플로잇, 기타 다운타임 원인으로부터 보호합니다.

프로젝트 #2: 레거시 애플리케이션 리플랫폼

프로젝트 #3: 레거시 애플리케이션 리팩터링 또는 새 애플리케이션 구축

전략적 목표:
AI, 서버리스 컴퓨팅, 마이크로서비스 등의 최신 기술을
활용하도록 애플리케이션을 변환합니다. 

Cloudflare에서 주는 도움
Cloudflare의 서버리스 개발 및 에지 서비스 플랫폼에서 기본
제공되는 보안 기능으로 개발자의 속도를 높입니다. 

AI 수명 주기의 새로운 워크로드 지원: 송신료 없이 학습 데이터를
저장하고, 에지에서 추론을 실행하며, AI 배포 성능을 관찰 및
개선하고, AI 사용을 보호합니다.

애플리케이션을
호스팅하는 모든 곳에서
보안 및 제공 개선

DevOps 도입

멀티 클라우드 및
하이브리드 복잡성 관리

프로젝트 #1: 레거시 애플리케이션 리호스팅

AI로 애플리케이션
활성화
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Cloudflare로 성장을 주도하고, 위험을 줄이며, 비용을 절감하세요
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자문 요청

Cloudflare로 애플리케이션을 최신화할 준비가 되셨나요?

전 세계 온라인 쇼핑 경험 보호 및 개인화

● 6백만 고객 도메인이 자동화된
공격으로부터 보호됨

● 170페타바이트 이상의 데이터를 매월
빠르고 안정적인 서비스로 처리

● Shopify에서 장바구니, 결제 게이트웨이
등의 애플리케이션을 개인화하도록 지원

“Cloudflare에서는 우리가 지구상의
모든 사람에게 50밀리초 이내에
서비스를 제공할 수 있도록 해줍니다. 
이를 통해 우리는 언제 어디서나 모든
사람이 이용할 수 있는, 현지처럼
느껴지는 경험을 구축할 수 있습니다.”

Duncan Davidson
Shopify 개발자 생산성 담당 부사장

전자 상거래
사례 연구 보기

"경영진은 이 수치를 보면
Cloudflare에 대한 투자와 대비하여
확실한 대가를 얻고 있다는 것을 알게
됩니다.”

Damian Apone
Genuine Parts Company 거버넌스, 위험, 
규정 준수, 보안 글로벌 이사

통신
사례 연구 보기

리테일
사례 연구 보기

보안 효율성 향상

● 400여 개 전자 상거래
사이트 보호, 수개월 내 배포

● 75% 사고 해결 시간 단축, 
직원 효율성 확보

비용 절감 실현

● CAD $1,180만 3년간
예상되는 직접 비용 절감액

● 100여 시간 직원 효율성
향상을 통해 초과 근무 제거

자동차 부품
사례 연구 보기

증가하는 디지털 프레즌스 전반에 걸친 보안
및 가시성

● 4억 5천만 건의 위협을 1년 동안 차단함

● 900여 개의 애플리케이션 및 웹 사이트
보호

● 경쟁사의 화면 스크래핑을 감지한 후
악의적인 봇 활동을 선제적으로 차단

http://www.cloudflare.com/ko-kr/
https://www.cloudflare.com/ko-kr/connectivity-cloud/contact/
https://www.cloudflare.com/ko-kr/case-studies/shopify/
https://www.cloudflare.com/ko-kr/case-studies/telus/
https://www.cloudflare.com/ko-kr/case-studies/carrefour/
https://www.cloudflare.com/ko-kr/case-studies/genuine-parts-company/
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